
DISCIPLINE: Remote Access Methods & Clients
Discipline Roadmap for: Remote Access Methods & Clients

Baseline Environment Tactical Deployment Strategic Direction

Retirement Targets

Current 2 Years 5 Years

Implications and Dependencies

Emerging Platforms

Mainstream Platforms (must be supported)

Containment Targets

Roadmap Notes

Shared Agency
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Remote Access Methods
VPN
Remote Access Server (dial up)

Clients
SSL Client
Citrix Metaframe XPA
Cisco VPN Client
Nortell VPN Client

Direct Dial (Back-up or maintenance Access) 

We will review this discipline when the Security Subcommittee has published its disciplines.  

IPSec VPN
SSL

Discipline is dependent upon the results of the Security Subcommittee disciplines.  Managed services  
for access to agency networks should adhere to the IPSec VPN & SSL industry standards.

IPSec VPN, and SSL

Client is dependent upon remote 
access method.



Discipline Boundaries: 
Remote Access to individual agency’s networks.

Discipline Standards:
Restricted to approved industry standards.

Migration Considerations:
Agency dependent.

Exception Considerations:
Secured direct dial access may be acceptable when no other network access is available.  

Miscellaneous Notes:
None

Established Date:
December 15, 2004

Date Last Updated:
July 25, 2007

Next Review Date:
July 2008
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